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Do you need ...

to monitor geographically distant sites?
to monitor your network from a central location?

remote access to your sites?

Lse Micus Alarm and Control System (MACS) Site Manager
the reliable and cost effective solution to your needs
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- Manages all of your SNMP equipment

- Supports non-SNMP equipment and proprietary protocols

- Monitors digital inputs from your equipment and environment sensors
- Operates output relays that control your equipment and environment

- Pages personnel responsible for equipment that needs attention

- Allows you to create your own graphical images

- Supports network and dial up remote access
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Environment Sensors and Controls

Security Sensors and Controls

The Problem

As a service provider, you probably have a number
of unmanned remote sites, such as satellite downlinks
and cable head ends. In these sites, you may have a
variety of equiment from different vendors. You may
also have a number of sensors to monitor site secu-
rity and environment.

To provide areliable service to your customers, you
need to know the exact operational status of all of
your equipment at all times. You also need to moni-
tor the environment and the security of your sites.

In case of equiment failure, power outage, or intru-
sion into your site, you need reliable and immediate
notification.

If your sites are unattended overnight or over the
weekend, you need automatically sent pager mes-
sages to report mission critical equipment failures.

To monitor your sites, you will probably need a com-
bination of text messages and graphical images,
such as regional maps, site diagrams, schematics

and equipment front panels. You may wantto include
on-line documentation to guide your technicians
through the repairs and maintenance tasks.

You may decide to go even further and fully automate
tracking of the equipment repair process, and inte-
grate it with the alarm monitoring.

The Solution

MACS Site Manager offers a fully integrated and
automated yet cost-effective solution to all of your
alarm monitoring and equipment control needs. The
product is based on our standard MACS software!
that runs on arobust rack mounted computer, under
the industry standard Windows XP operating system.

1) Micus Alarm And Control System (MACS) is a computer
based system which configures, controls and monitors vari-
ous pieces of equipment, and collects and processes alarms
generated by the equipment. For more information on MACS
itself, please refer to the related marketing material.



MACS Site Manager Key Features:

» Available as 1U or 4U rack mounted unit.

* Built-in SNMP manager monitors and controls all
SNMP equipment installed in your remote site.

* Built-in SNMP agent sends SNMP traps and allows
other SNMP managers to communicate with the site.

8 digital inputs, expandable to 64 digital inputs, moni-
tor external dry contacts and environment sensors.

8 output relays, expandable to 64 relays, control ex-
ternal switches.

Two, eight or more serial ports can be used to moni-
tor equipment attached to MACS Site Manager via
serial lines.

Simple, friendly and intuitive Graphical User Inter-
face (GUI) can be used locally, on the Site Manager
itself, or remotely, from geographically distant loca-
tions.

Monitor screens, implemented as graphical images,
can be added to the system by the end-user.

The user interface always shows up to 100 of the
most recent events in a scrollable window.

* All reported events are saved in the event log files
created on a daily basis. Commands are available to
view, search, copy, print, and archive the event log.

Paging module automatically calls all personnel re-
sponsible for the equipment. Each alarm, depending
on whether itis related to the equipment, power, build-
ing environment, or security can be directed to differ-
ent personnel.

Optional modules can be easily added to support non-
SNMP equipment.

* Optional MACS Trouble Ticketing System (TTS) can
be installed on the same hardware platform.

Multi-user support allows operators on the network to
access MACS Site Manager independently and si-
multaneously both locally and from the remote loca-
tions.

Site monitors can be accessed over the LAN, WAN,
dial-up and ISDN networking, using the TCP/IP pro-
tocol.

MACS Site Manager can be used as a router for the
on-site local area network.

384K Modem IF
QPSK R7ma L -
Split
(R5)
1 serial Port
................................... Term
v v 3
IF Sy IF Sy /
L
384K Modem Test TxIF
QPSK R78
(R3) G
¥ T Sum
User clata
1921 |
[—=| tdodem
OPSK R3/4
=

= PREVIEW Video Switch

LEITCH

@ I Communication
AUDID VIDED
— SWITCHER

M ROGEAS 300

SR 4800 GI DSR Monitor

Locks

i
Wi orrume
Wi Fre Lok
[ |

W _| Timers
B _|_| sCANNER

REFRESH

HOTREYS

| unoo

I reseT

_|ver TaBLEs
FIRMWARE

 peFauLTS

SATELLITE |Anik E2 V 28

IF TRANSFONDER [T13 -
CC26 [R336/S38) ~|

GHANNEL

: 28 POL:
) RF-FREQ :
: 3/4 SYM-RT:
1 517 VCN:

MACS Site Manager

in a 1U rack mounted chassis



MACS site managers are capable of sending their
event reports to any number of remote locations,
via a TCP/IP network. At the same time, MACS
site managers listen to the service requests from
the TCP/IP network. Thus, MACS site managers
can be configured into a hierarchical structure of
regional servers and master servers.

The user interface clients for the MACS site man-
agers are computer programs that can run on the
site manager itself, or on any Windows workstation
on the TCP/IP LAN or WAN network. Clients can
use a variety of possible connections to communi-
cate with the site managers: LAN connections,
RAS connections via modems or ISDN, and WAN
connections.

Add-on MACS Site Manager features include:

 Automatic redundancy switching and script lan-
guage programming module.

* E-mail and fax module.
* Trouble ticketing module.

* Modules for a variety of equipment supported
by MACS software.

 Additional serial ports.
» Additional digital inputs and relays .

MACS Clients

TCP/IP LAN

Main Site Monitor

Remote Site Monitors
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